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What do we mean by ‘age assurance’? 
This statement will use the term ‘age assurance’ to describe the approaches by which services 

estimate, infer, or verify a user’s age, in order to prevent children from accessing age-

inappropriate content or risky functionalities, and ensure they offer an age-appropriate 

experience.1 We nonetheless recognise that different online safety regulators and regulatory 

frameworks use slightly different terminologies. The following terms might be used, in 

different settings2:  

• Age assurance (AA): an umbrella term used to describe a range of techniques and 

technologies to determine someone’s age in an online environment, such as age verification 

and age estimation.  

• Age estimation (AE): techniques or technologies that provide an approximate determination 

of someone’s age or age range, such as analysing the feature(s) of a person’s face to 

estimate their age.   

• Age verification (AV): techniques or technologies that provide a determination of someone’s 

exact age, typically by verifying data against an external source like a photo identity 

document.  

The Network recognises that each jurisdiction will have its own approach to determining what 

content, conduct, and service design is deemed harmful to children. For the purposes of this 

statement and the Network’s activities, applications for the use of age assurance technologies 

are discussed in the context of the protection of children from age-inappropriate content, 

including, but not limited to, pornography. In some jurisdictions, age assurance is being used to 

enforce minimum age requirements, provide children with an age-appropriate experience, and 

prevent unsafe interactions between children and adults.  

Why is the Network prioritising age assurance? 

Age assurance can be an important tool for online service providers in creating safer and 

age-appropriate experiences for all users. Protection of children and age-appropriate design 

are a shared responsibility of online service providers, regulators, policymakers, civil society 

organisations, parents, and the broader public. For online service providers to be able to 

fulfill their role in this shared effort, they need to know whether and when their service is 

being used by a child or adult. This is why an increasing number of regulatory jurisdictions 

 
1 For the purposes of this document, ‘children’ will refer to individuals under 18 years of age. Some 
jurisdictions may have a different age at which an individual is considered a legal adult.    
2 GOSRN Regulatory Index, 2025: GOSRN-Regulation-Index-2025.pdf 
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around the world have implemented or are in the process of implementing age assurance 

requirements for certain online service providers. When an online service provider knows 

that a user is a child, or under a certain age, services can comply with their obligations to 

protect those users.    

In several jurisdictions where new or renewed age assurance requirements have come into 

force, there have been examples of both compliance and non-compliance by services, as 

well as attempts by users to circumvent age assurance systems and rules. To ensure 

children are protected, it is important for regulators to set out our common approach and 

commitment to age assurance and non-compliant companies are pursued with dissuasive 

sanctions.  

In recent years, growing public concern over children’s safety online has driven an expansion 

of regulatory requirements for when and where age assurance must be deployed by online 

service providers. In turn, this has coincided with innovation in safety technology. At a time 

of such innovation and regulatory acceleration, we believe that increased public awareness, 

understanding, and trust in age assurance approaches is essential. Ensuring all users, 

including children, have an understanding and awareness of different age assurance 

approaches supports them to be empowered and to make informed decisions when 

engaging with age assurance technologies. Overcoming misconceptions and providing 

transparency about the safety, privacy, and utility of age assurance technologies, will help 

build trust and increase adoption, securing better outcomes for children’s digital wellbeing.  

Advancing common principles for age assurance 
As a Network of independent online safety regulators with a mandate to promote online safety 

for internet users across the world, we are guided in our work by the following overarching 

principles: 

First, children’s rights, safety, and wellbeing should be protected online, and age assurance 

plays an important role in achieving that goal.   

Second, we support a principles-based, evidence-based approach to age assurance. An age 

assurance process should adhere to the following principles:  

• Accurate: provide correct and trustworthy outputs;  

• Robust: correctly determines the age or age range of a user in actual deployment 
contexts;  

• Reliable: is reproducible and derived from trustworthy evidence;  

• Proportionate: is aligned with the scale and impact of the issue age assurance is being 
introduced to mitigate;  
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• Fair and inclusive: avoids or minimizes bias and discriminatory outcomes and treats 
users equitably;  

• Non-intrusive: is intuitive, easy to use, and user-friendly.  

These principles are technology neutral, meaning they allow for a degree of flexibility and 

innovation in the way services secure child safety outcomes. Approaches should be 

implemented with attention to accessibility and interoperability, meaning solutions should 

work for all users and technological systems to communicate with each other using common 

and standardised formats. These principles are responsive to the reality that different 

jurisdictions will require different types of service providers to deploy age assurance at 

different times and to achieve different safety outcomes. For all approaches, adhering to 

applicable data protection laws and upholding users’ rights to privacy and expression is non-

negotiable.  

Rules are only as effective as their enforcement. Where Network members are responsible for 

ensuring compliance with relevant statutory age assurance requirements, we commit to 

ensuring these rules are enforced fairly, transparently, and proportionately. This will ensure 

children are protected and non-compliant services cannot engage in regulatory ‘forum 

shopping’, so protections do not stop at our borders.    

The Network’s activities to pursue coherence, 

coordination, and recommendations 
In its three-year strategic plan, the Network committed to pursuing regulatory coherence and 

coordination amongst its members. For reasons set out above, there is urgency and value in 

prioritising age assurance for these ends.   

Alongside this statement, we will take several steps to ensure our agreed principles for age 

assurance deployments are mainstreamed. These steps include:  

• Working with respective data protection authorities to ensure age assurance 

implementations are consistent and coherent with data protection requirements;  

• Monitoring and evaluation of the implementation of age assurance requirements, risks of 

circumvention, and compliance of services;  

• Continuing to align regulatory approaches amongst members, where possible, to improve 

regulatory coherence, where appropriate;  

• Communicating our shared expectations to industry through further position statements 

and industry engagements;  

• Continuing public-facing communication to enhance awareness and understanding of age 

assurance;   




